**Bezpieczny Internet**

Internet to nieograniczone źródło informacji, idealny sposób komunikowania się oraz pracy. Internet oprócz wielu aspektów pozytywnych, praktycznych i użytecznych , niesie ze sobą wiele zagrożeń. Jak widać, Internet to niezwykły obiekt. Dlatego korzystajmy z niego z rozwagą, pamiętając, że najważniejsza rzecz to bezpieczeństwo i umiar.
Zestawienie bibliograficzne pt. „Bezpieczny Internet” za lata 2011-2020 zostało sporządzone na podstawie elektronicznych baz danych Biblioteki Narodowej.
Materiał bibliograficzny został podzielony na wydawnictwa zwarte i artykuły z czasopism.
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# Bądź bezpieczny w cyfrowym świecie. Poradnik bezpieczeństwa IT dla każdego

# Okładka książki Bądź bezpieczny w cyfrowym świecie. Poradnik bezpieczeństwa IT dla każdego

## Większość z nas nie jest w stanie wyobrazić sobie dnia bez **internetu**. Dostęp do informacji, kontakt ze znajomymi, zakupy w sieci, przelewy online, wirtualna edukacja... Nowy, wspaniały świat wszechobecnej technologii, która oferuje nieograniczone możliwości. Niestety, w świecie tym obecni są nie tylko ludzie prawi. Sieć, a wraz z nią my sami, coraz częściej pada ofiarą nieuczciwych członków cyfrowej społeczności. Z miesiąca na miesiąc rośnie liczba przestępstw dokonywanych w Internecie. Pojawiają się programy, które paraliżują całe firmy, organizacje, instytucje itd., narażając je na bardzo dotkliwe straty. Zwykli ludzie tracą pieniądze jako ofiary wyłudzeń lub po prostu włamań na konta bankowe.

## Nasze **cyfrowe bezpieczeństw**o w znacznej mierze zależy od nas samych. To użytkownik technologii powinien uważać na swoje zachowania w wirtualnym świecie. Jest on przyjazny, pod warunkiem przestrzegania pewnych zasad. O tym, jakie to zasady, Czytelnik dowie się z tej książki. Napisanej przez zawodowego informatyka przystępnym, zrozumiałym językiem. Przeznaczonej dla każdego, kto korzysta z internetu w pracy i poza nią - słuchając muzyki, rozmawiając ze znajomym na czacie, czy szukając przepisu na ciasto. Poza wiedzą teoretyczną, poradnik wskazuje praktyczne narzędzia - zwykle darmowe - dzięki którym można szybko podnieść poziom swojego cyfrowego bezpieczeństwa. Przeznaczone są one dla powszechnie używanych systemów, takich jak Windows na komputerze i Android na urządzeniu mobilnym.